Request for Information

Security

DHS Single Point of Service
Office of Intelligence & Analysis

Procedures: Submit the complete form to DHS-SPS by selecting the “Submit” button and attaching any necessary source documents.

Incomplete submissions (to include blank fields, overly broad or general responses, or failing to attach the required source documents) will

delay response times. After receiving your request, DHS-SPS will acknowledge receipt via an e-mail which will include a tracking number.

EIFeIase refer to the tracking number when corresponding with DHS-SPS. Contact us for questions concerning the form content or
processing.

(202) 282-9555 (STE) NIPRnet: DHS-SPS-RFI@hqg.dhs.gov. HSDN: DHS-SPS-RFI@dhs.sgov.gov  JWICS: DHS-SPS-RFI@dhs.ic.gov
766-0888 (NSTS)

1. REQUESTOR INFORMATION

a. First Name: b. Last Name:
¢. Organization: d. Position/Title:
e. Contact Information: Primary Telephone Number:
Alternate Telephone Number:
Primary E-mail Address:
Alternate E-mail Address:
Your Organizational Tracking Number:

2. REQUEST DESCRIPTION

a. Subject/Title:
b. Identify the specific information (or support) being requested.

c¢. By what date is the information/support needed?
d. What is the date the information/support will no longer be of value?

e. Is the request “Urgent’? YesQO No ®
Additional justification is required for all “Urgent” requests.

f. Does this form or supporting attachments contain USPER information? Yes® NoQ
g. Does this form or supporting attachments contain PCII? YesQ No@®
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2. REQUEST DESCRIPTION (Continued)

h. Is this RFI originating from a Private Sector Partner? Yes O No (®
i. Who are the intended recipients of the information being requested? (Please list specific agencies/organizations)

j. Identify the specific resources (to include database names, analytical exchanges, message searches, and local
outreach efforts) already researched or queried.

k. To assist in the identification of potential resources, please provide some background information (i.e. context,
justification) as to why this request is being submitted to Headquarters DHS for action.

I. What is the desired level of classification (including caveats)?
UNCLASSIFIED //

m. What is the highest acceptable level of classification (including caveats) for which the response may be?
TOP SECRET /7 scl

SUBMIT
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3. INTERNAL USE ONLY- DHS SPS ACTIONS TAKEN

a. (Initials) After reviewing the nature and scope of this request, I&A has determined it to be a valid RFI as it:

(1) falls within 1&A’s mission of [insert associated mission];

(2) falls within 1&A’s authority to collect USPERS datalinsert authority here];

(3) is capable of being satisfied through the exploitation of existing databases, reporting, analysis, and/or collection;

(4) contains a determination that the requested information can be legally gathered by a Federal, State, Local, Tribal, Territorial
entity;

(5) the Requestor possesses a valid "need to know" and

(6) the requestor has exhausted all reasonable efforts to obtain the requested information at the lowest level possible.

b. (Initials) An I&A RFI Manager searched SPS records available databases and did not identify any similar RFIs capable of
providing the requested information.

c. (Initials) An I&A RFI Manager has verified this request currently does/not contain USPERS information. The requested
information associated with the U.S. Person will be collected based on the following exception category: {Insert category} (See
page 7 for codes).

d1 (Initials) If the suspense date was less than 48 hours from the time of submission, an I&A RFlI Manager contacted the
requestor to verify the RFI's justification met the “urgent” criteria.

OR

d2 (Initials) If the suspense date was less between 3-5 days from the time of submission, an I&A RFI Manager contacted the
requestor to (1) verify the information was in fact needed within the stated time frame and (2) based on the nature and scope of
the RFI, established a reasonable expectation as to when a response would be received.

I&A Authorities to support the DHS Mission as identified by the Office of General Counsel

(1) The requested information has a nexus to terrorist threats to the Homeland.

(2) The requested information is related to protective and support measures to actual or potential all threats, all hazards to
Homeland Security [CIKR; significant threat to public safety/health; environmental impact; political, societal & economic
infrastructure; border security; WMDs; and a man-made or natural disaster].

(3) The requested information is related to General Tasks related to Departmental Support [Enables I&A to provide intelligence
and information analysis and support to other elements of the Department that are engaged in an authorized mission].

(4) The requested information is related to General Tasks Directed by the Secretary [Enables I1&A to perform general tasks as
directed by the Secretary in furtherance of an authorized mission of the Department.

(5) Specific Tasks Directed by Statute or Presidential Directive [Tasks required by Law or Presidential Directive, i.e. Discovery
Request or FOIA/Privacy Act Request].

Authorization to Collect USPERS Information

If the request contains U.S. Persons Information, the Validation Officer must verify that the requested information associated with
the USPER is collected by I&A if it fits within one or more of the five (5) authorities and it falls with one or more of the fourteen
(14) USPER collection categories:

(1) Information Obtained with Consent
(2) Publicly Available Information

(3) Vulnerabilities Information

(4) International Narcotics Activities
(5) Counterintelligence

(6) Border Security Information

(7) Overhead Reconnaissance

(8) Administrative Information
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